
PRIVACY POLICY 

(as of June 23, 2022) 

 

General provisions 

This privacy policy applies to all websites owned by ROKETUS LLC and ROKETUS 

CONSULTING LLC (hereinafter jointly referred to as the Company). 

 

In some cases, the Company reserves the right to publish separate privacy notices for certain sections 

of its websites, and to change this privacy policy at any time at its sole discretion. 

The Company's services and websites may contain links to any other websites. In this case, the 

Company is not responsible for the privacy policies or content of such websites. 

 

Should you have any questions or concerns about this policy, please contact us at info@roket.us . 

This policy applies only to information collected on the Company's websites and web applications 

running within the website. 

 

Collection and processing of personal data 

The Company collects, stores and processes the following personal data of Users: 

- User name (real or fictitious); 

- User image or photo (real or fictitious); 

- User’s e-mail; 

- information legally received by the Company from any third parties and/or available from the User's 

profiles on social media - in case of registration on the Company's websites through social media 

authentication services. In this case, the User agrees to processing of the information available from the 

relevant accounts (profiles) on social media. 

 

This list of personal data is not permanent and mandatory for all Users, but depends on the needs and 

desires of the User to interact with the websites (web services) of the Company, and it also depends on 

the operations that the User performs on the Company’s website. 

Under no circumstances the Company processes personal data of Users related to race, nationality, 

political views, religious and other beliefs, membership in any public organizations. 

The Company neither verifies nor clarifies any personal data of the User for their authenticity, and 

stores and processes such personal data “as is”. 

The Company handles personal data of Users for the following purpose: 

- to analyze and study the demand for products / services of the Company itself or the Company's 

customers 

 

- for User feedback - in case the User wished to receive more detailed information about the 

products/services of the Company itself or the Company's customers 

; 

- to inform Users about the Company's news, improvement of the products/services of the Company 

itself or the Company's customers (newsletters). 

 

Use of cookies 

The Company's websites do not use cookies. 

Users content 

(including comments) 

The company provides Users the opportunity to participate in discussions on our site, including 

comments, recommendations, reviews, ratings, etc. 
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Any information that the User provides, including a fictitious or real name, ID on any social network, 

or any image or photograph, becomes public domain and may be used by the Company or the 

Company's clients for advertising or commercial purposes in any mass media. 

If User decide to recommend any article from Company’s site by linking to it on social media, such 

actions will be regulated with the Privacy Policy of the relevant social medium. The company neither 

tracks nor records such actions. 

 

 

Providing access to information 

The Company provides access to personal information / personal data of Users to any other 

companies and individuals who are not related to the Company, only in the following limited 

circumstances: 

1) a permission of the owner of information / personal data is available; 

2) the Company has reasonable grounds to believe that access, use, storage or disclosure of such 

information / personal data of Users is necessary for: 

- compliance with any applicable laws, regulations, or a valid request from any governmental body; 

- investigation of potential offenses; 

- detection and prevention of fraud, and/or the solution of security problems and/or debugging. 

 

Information protection 

The Company takes all necessary measures to protect data from unauthorized access, alteration, 

disclosure or destruction. 

These measures include, in particular, internal verification of data collection, storage and processing 

and security measures, including appropriate encryption and measures to ensure the physical security 

of data to prevent unauthorized access to the systems in which we store data. 

The Company provides access to User information only to those employees, contractors and agents 

who need to have this information in order to carry out operations on behalf of the Company. 

 

Request for deletion of personal information 

A User has the right to withdraw its consent to use the personal information (personal data) at any 

time. 

To do this, it is enough for the User to send an e-mail with a note in the subject line of the letter 

“Personal data” to: info@roket.us 
 


